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1. Background

The Internet Open Trading Protocol (I1OTP) provides an interoperable
framework for Internet commerce. It is paynent system i ndependent and
encapsul ates paynent systens such as SET, Mndex, CyberCash

Di gi Cash, CeldKarte, etc. IOTP is able to handl e cases where such
merchant roles as the shopping site, the Paynent Handl er, the
Delivery Handl er of goods or services, and the provider of custoner
support are performed by different parties or by one party.

The devel opers of |1 OIP seek to provide a virtual capability that
safely replicates the real world, the paper based, traditional
under st ood, accepted net hods of trading, buying, selling, value
exchangi ng that has existed for many hundreds of years. The
negotiati on of who will be the parties to the trade, howit wll be
conducted, the presentnent of an offer, the method of paynment, the
provi sion of a paynent receipt, the delivery of goods and the receipt
of goods. These are events that are taken for granted in the course
of real world trade. | OTP has been produced to provide the sane for
the virtual world, and to prepare and provide for the introduction of
new nodel s of tradi ng made possi bl e by the expandi ng presence of the
virtual world.

The ot her fundanental ideal of the I10OTP effort is to produce a
definition of these trading events in such a way that no natter where
produced, two unfaniliar parties using electronic conmerce
capabilities to buy and sell that conformto the | OTP specifications
will be able to conplete the business safely and successfully.

In summary, | OIP supports:

o Fanmiliar tradi ng nodels

o New tradi ng nodel s

0 G obal interoperability

The renai nder of this section provides background to why | OTP was
devel oped. The specification itself starts in the next chapter

1.1 Commerce on the Internet, a D fferent Mde

The growmt h of the Internet and the advent of el ectronic comrerce are
bringi ng about enornous changes around the world in society, politics
and government, and in business. The ways in which trading partners
communi cate, conduct conmmerce, are governed have been enriched and
changed forever.

Bur det t I nf or mat i onal [ Page 7]
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One of the very fundanental changes about which IOTP is concerned is
taking place in the way consuners and nerchants trade.
Characteristics of trading that have changed markedly i ncl ude:

(o]

Presence: Face-to-face transacti ons becone the exception, not the
rule. Already with the rise of nmail order and tel ephone order

pl acenent this change has been felt in western conmerce

El ectronic commerce over the Internet will further expand the
scope and vol une of transacti ons conducted wi thout ever seeing the
peopl e who are a part of the enterprise with whom one does

busi ness.

Aut henti cation: An inportant part of personal presence is the
ability of the parties to use faniliar objects and dial ogue to
confirmthey are who they claimto be. The seller displays one or
several well known financial |ogos that declaimhis ability to
accept widely used credit and debit instrunents in the paynment
part of a purchase. The buyer brings governnment or financi al
institution identification that assures the seller she will be
pai d. Peopl e use intangibles such as personal appearance and
conduct, location of the store, apparent quality and fanmiliarity
wi th brands of merchandi se, and a good clear ook in the eye to
reinforce formal neans of authentication

Paynent Instrunents: Despite the enornous size of bank card
financi al paynents associations and their menbers, nost of the
world' s trade still takes place using the coin of the real mor
barter. The present infrastructure of the paynents business cannot
econom cal |y support |ow val ue transactions and could not survive
under the consequent volunes of transactions if it did accept |ow
val ue transacti ons.

Transaction Val ues: New neaning for |ow val ue transactions arises
in the Internet where sellers may wish to offer for exanple, pages
of information for fractions of currency that do not exist in the
real world.

Delivery: New nodes of delivery nust be accommvbdated such as
direct electronic delivery. The means by which receipt is
confirmed and the execution of paynment change dramatically where
the goods or services have extrenely |ow delivery cost but may in
fact have very high value. O, naybe the value is not high, but
once delivery occurs the value is irretrievably delivered so
paynment mnust be final and non-refundabl e but delivery nonethel ess
must still be confirned before paynment. Increnental delivery such
as listening or viewing time or playing tinme are other nodel s that
operate somewhat differently in the virtual world.

Bur det t I nf or mat i onal [ Page 8]
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1.2 Benefits of |1OTP
ELECTRONI C COWERCE SOFTWARE VENDORS

El ectroni c Commrerce Software Vendors will be able to devel op e-

conmer ce products which are nore attractive as they will inter-
operate with any other vendors’ software. However, since |OTP focuses
on how t hese sol utions comunicate, there is still plenty of

opportunity for product differentiation

PAYMENT BRANDS

| OTP provides a standard framework for encapsul ati ng paynent
protocols. This neans that it is easier for paynent products to be

i ncorporated into I OTP solutions. As a result the paynment brands will
be nore widely distributed and available on a wi der variety of

pl at f or ns.

MERCHANTS

There are several benefits for Merchants:

o they will be able to offer a wider variety of paynment brands,

o they can be nore certain that the custoner will have the software
needed to conpl ete the purchase

o through receiving paynment and delivery receipts fromtheir
customers, they will be able to provide custoner care know ng that
they are dealing with the individual or organisation w th which
they originally traded

o new nerchants will be able to enter this new (Internet) narket-
pl ace with new products and services, using the new trading
opportunities which | OTP presents

BANKS AND FI NANCI AL | NSTI TUTI ONS

There are also several benefits for Banks and Financial |nstitutions:

o they will be able to provide | OTP support for nerchants

o they will find new opportunities for | OIP rel ated services:

- providing custoner care for merchants
- fees from processing new paynments and deposits

Bur det t I nf or mat i onal [ Page 9]
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o they have an opportunity to build relationships with new types of
mer chant s

CUSTQOVERS
For Custoners there are several benefits:

o they will have a larger selection of nmerchants wi th whom they can
trade

o there is a nore consistent interface when nmaking the purchase

o there are ways in which they can get their problens fixed through
the merchant (rather than the bank!)

0 there is a record of their transaction which can be used, for
exanple, to feed into accounting systens or, potentially, to
present to the tax authorities

1.3 Baseline | OTP

This specification is Baseline |OIP. It is a Baseline in that it
contai ns ways of doing trades on the Internet which are the nost
common, for exanple purchases and refunds.

The group that has worked on the |1 OTP see an extended version being
devel oped over tine but feel a need to focus on a limted function

but conpletely usable specification in order that inplenmenters can

devel op solutions that work now

During this period it is anticipated that there will be no changes to
the scope of this specification with the only changes nade being
limted to corrections where problenms are found. Software solutions
have been devel oped based on earlier versions of this specification
(for exanmple version 0.9 published in early 1998 and earlier
revisions of version 1.0 published during 1999) which prove that the
| OTP wor ks.

1.4 Objectives of Docunent
The objectives of this docunent are to provide a specification of
version 1.0 of the Internet OQpen Tradi ng Protocols which can be used

to design and inpl enent systens which support electronic trading on
the Internet using the Internet Open Tradi ng Protocols.
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The purpose of the docunent is:

o to allow potential devel opers of products based on the protocol to
devel op software/ hardware sol uti ons which use the protoco

o to allowthe financial services industry to understand a
devel opi ng el ectronic comerce tradi ng protocol that encapsul ates
(wi thout nodification) any of the current or devel opi ng paynent
schemes now being used or considered by their nerchant custoner
base

1.5 Scope of Docunent

The protocol describes the content, format and sequences of nessages
that pass anobng the participants in an electronic trade - consuners,
mer chants and banks or other financial institutions, and custoner
care providers. These are required to support the electronic
conmer ce transactions outlined in the objectives above.

The protocol is designed to be applicable to any el ectroni c paynent
schene since it targets the conpl ete purchase process where the
nmovenent of electronic value fromthe payer to the payee is only one,
but inportant, step of many that may be involved to conplete the
trade.

Paynment Schene which | OTP coul d support include MasterCard Credit,
Visa Credit, Mondex Cash, Visa Cash, CeldKarte, eCash, Cyber Coin,
MIlicent, Proton, etc.

Each paynent schene contains sone nessage flows which are specific to
that schene. These schene-specific parts of the protocol are
contained in a set of paynent schene supplenents to this

speci fication.

The docunent does not prescribe the software and processes that wl|l
need to be inplenented by each participant. It does describe the
framework necessary for trading to take place.
Thi s docunent al so does not address any |egal or regulatory issues
surroundi ng the inplenmentation of the protocol or the information
systens whi ch use them

1.6 Document Structure
The document consists of the follow ng sections:

0 Section 1 - Background: This section gives a brief background on
el ectronic comerce and the benefits | OTP offers.
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0 Section 2 - Introduction: This section describes the various
Tradi ng Exchanges and shows how these tradi ng exchanges are used
to construct the I OTP Transactions. This section also explains
various Trading Roles that would participate in electronic trade.

0 Section 3 - Protocol Structure: This section sunmarises how
various | OTP transactions are constructed using the Tradi ng Bl ocks
and Tradi ng Conponents that are the fundanental buil ding bl ocks
for 10TP transactions. Al |1OTP transaction nmessages are well
formed XML docunents

0 Section 4 - IOTP Error Handling: This section describes how to
process exceptions and errors during the protocol nessage exchange
and tradi ng exchange processing. This section provides a generic
overvi ew of the exception handling. This section should be read
careful ly.

0 Section 5 - Security Considerations: This section considers from
an | ETF perspective, how | OTP addresses security. It includes: how
to determi ne whether to use digital signatures with |OTP, how | OTP
address data privacy, and how security built into paynent
protocols relate to | OTP security.

0 Section 6 - Digital Signatures and I OTP: This section provides an
overvi ew of how | OTP uses digital signatures; how to check a
signature is correctly calcul ated and how the vari ous Tradi ng
Rol es that participate in trade should check signatures when
required.

0 Section 7 - Trading Conponents: This section defines the XM
el ements required by Tradi ng Conponents.

0 Section 8 - Trading Blocks: This section describes how Trading
Bl ocks are constructed from Tradi ng Conponents.

0 Section 9 - Internet Open Trading Protocol Transactions: This
section describes all the | OTP Baseline transactions. It refers to
Tradi ng Bl ocks and Tradi ng Conponents and Signatures. This section
doesn’t directly link error handling during the protoco
exchanges, the reader is advised to understand Error Handling as
defined in section before reading this section

0 Section 10 - Retrieving Logos: This section describes how | OTP
specific | ogos can be retrieved.
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0 Section 11 - Brands: This section provides: an overvi ew of Brand
Definitions and Brand Sel ection whi ch descri be how a Consuner can
select a Brand froma list provided by the Merchant; as well as
some exanpl es of Brand Lists.

0 Section 12 - | ANA Considerations: This section describes how new
val ues for codes used by | OTP are co-ordinated.

0 Section 13 - Internet Open Trading Protocol Data Type Definition
This section contains the XML Data Type Definitions for |QOTP.

0 Section 14 - dossary. This describes all the major term nology
used by | OTP.

0 Section 15 - A list of the other docunments referenced by the | OTP
speci fication.

0 Section 16 - The Author’s Address
0o Section 17 - Full Copyright Statenent
1.7 Intended Readership
Sof tware and hardware devel opers; devel opnment anal ysts; business and
techni cal planners; industry analysts; nerchants; bank and ot her
paynent handl ers; owners, custodians, and users of paynent protocols.
1.7.1 Reading Cuidelines
This | OTP specification is structured prinmarily in a sequence
targeted at people who want to understand the principles of |OTP.
However from practical inplenmentation experience by inplenenters of
earlier of versions of the protocol new readers who plan to inplenment

| OTP may prefer to read the docunment in a different sequence as
descri bed bel ow

Revi ew the transport independent parts of the specification. This
covers:

0 Section 14 - d ossary

0 Section 1

Background

0 Section 2 I nt roducti on

o Section 3 Protocol Structure

0 Section 4 - |OIP Error Handling
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0 Section 5 - Security Considerations
0 Section 9 - Internet Open Tradi ng Protocol Transactions
o Section 11 - Brands
0 Section 12 - | ANA Consi derations
0 Section 10 - Retrieving Logos
Revi ew the detailed XM. definitions:
0 Section 8 - Tradi ng Bl ocks
0 Section 7 - Trading Conponents
0 Section 6 - Digital Signatures and | OTP
2. Introduction

The Internet Open Trading Protocols (IOTP) define a nunber of
different types of | OIP Transactions:

2000

0 Purchase. This supports a purchase involving an offer, a paynent

and optionally a delivery

0 Refund. This supports the refund of a paynent as a result of,
typically, an earlier purchase

0 Value Exchange. This involves two paynents which result in the
exchange of value from one conbi nation of currency and paynent

net hod to anot her

0 Authentication. This supports one organi sation or individua

to

check that another organisation or individual are who they appear

to be.

o Wthdrawal. This supports the wthdrawal of electronic cash froma

financial institution

0 Deposit. This supports the deposit of electronic cash at a
financial institution

o Inquiry. This supports inquiries on the status of an | OTP
transaction which is either in progress or is conplete
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o Ping. This supports a sinple query which enabl es one | OTP aware
application to determ ne whether another | OTP application running
el sewhere is working or not.

These | OTP Transactions are "Baseline" transactions since they have

been identified as a m ni mumuseful set of transactions. Later

versions of | OTP may include additional types of transactions.

Each of the I OTP Transactions above invol ve:

o a nunber of organisations playing a Trading Role, and

0 a set of Tradi ng Exchanges. Each Tradi ng Exchange invol ves the
exchange of data, between Trading Roles, in the formof a set of
Tradi ng Conponents.

Tradi ng Rol es, Tradi ng Exchanges and Tradi ng Conponents are descri bed
bel ow.
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2.1 Trading Rol es

The Trading Roles identify the different parts which organisations
can take in a trade. The five Trading Roles used within | OTP are
illustrated in the diagram bel ow.

*+* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +*

Mer chant Customer Care Provider resolves — ----------
---------------------------------------------- >| Merchant |
Consumer di sputes and probl ens | Cust. Care. |

| Provider |

| | Paynment for Merchant | Handler |

---------- refund from Merchant
| Del i very Handl er supplies goods or ~ ----------

R R >| Del i verer
services for Merchant | Handl er |

k_k_k_Kk_Kk_k_Kk_*_K_Kk_Kk_k_*_K_Kk_Kk_*_K_Kh_Kk_Kk_*_K_Kh_Kk_*_*_*_*k_*k_*_*_*_*_x%

Figure 1 | OTP Tradi ng Rol es

Bur det t I nf or mat i onal [ Page 16]



RFC 2801 |OTP/ 1.0 April 2000

The rol es are:

o Consuner. The person or organisation which is to receive and pay
for the goods or services

o Merchant. The person or organi sation fromwhomthe purchase is
bei ng nade and who is legally responsible for providing the goods
or services and receives the benefit of the paynment nade

o Paynent Handler. The entity that physically receives the paynent
fromthe Consuner on behalf of the Merchant

0 Delivery Handler. The entity that physically delivers the goods or
services to the Consuner on behal f of the Merchant.

0 Merchant Custoner Care Provider. The entity that is involved with
customer di spute negotiation and resol ution on behalf of the
Mer chant

Rol es may be carried out by the sane organisation or different
organi sati ons. For exanpl e:

o 1in the sinplest case one physical organisation (e.g., a nerchant)
could handl e the purchase, accept the paynent, deliver the goods
and provi de nerchant custoner care

o at the other extrenme, a nerchant coul d handl e the purchase but
instruct the consuner to pay a bank or financial institution
request that delivery be made by an overnight courier firmand to
contact an organi sation which provides 24x7 service if problens
ari se.

Note that in this specification, unless stated to the contrary, when
the words Consumner, Merchant, Paynment Handl er, Delivery Handl er or
Customer Care Provider are used, they refer to the Trading Rol e

rat her than an actual organisation.

An individual organisation may take nmultiple roles. For exanple a
conpany which is selling goods and services on the Internet could
take the rol e of Merchant when selling goods or services and the role
of Consuner when the company is buying goods or services itself.

As roles occur in different places there is a need for the

organi sations involved in the trade to exchange data, i.e. to carry
out Tradi ng Exchanges, so that the trade can be conpl et ed.
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2.2 Tradi ng Exchanges

The Internet Open Trading Protocols identify four Tradi ng Exchanges
whi ch invol ve the exchange of data between the Tradi ng Rol es. The
Tradi ng Exchanges are:

o Ofer. The O fer Exchange results in the Merchant providing the
Consumer with the reason why the trade is taking place. It is
called an Ofer since the Consunmer nust accept the Ofer if a
trade is to continue

o Paynent. The Paynent Exchange results in a paynent of sone kind
bet ween the Consuner and the Paynent Handl er. This may occur in
either direction

0 Delivery. The Delivery Exchange transmts either the on-Iline
goods, or delivery information about physical goods fromthe
Del i very Handler to the Consuner, and

0 Authentication. The Authenticati on Exchange can be used by any
Trading Role to authenticate another Trading Role to check that
they are who they appear to be.

| OTP Transactions are conposed of various conbi nations of these
Tradi ng Exchanges. For exanple, an | OTP Purchase transaction

i ncludes Offer, Paynent, and Delivery Tradi ng Exchanges. As anot her
exanpl e, an | OTP Val ue Exchange transaction is conposed of an O fer
Tradi ng Exchange and two Paynent Tradi ng Exchanges.

Tradi ng Exchanges consi st of Tradi ng Conponents that are transnitted
bet ween the various Trading Roles. Were possible, the nunber of
round-trip delays in an | OTP Transaction is mininised by packing the
Components from several Tradi ng Exchanges into conbination | OTP
Messages. For exanple, the | OTP Purchase transaction conbines a
Del i very Organi sation Conponent with an O fer Response Conponent in
order to avoid an extra Consunmer request and response.

Each of the | OTP Tradi ng Exchanges is described in nore detail bel ow.
For clarity of description, these describe the Tradi ng Exchanges as

t hough they were standal one operations. For performance reasons, the
Tradi ng Exchanges are internmingled in the actual |OTP Transaction
definitions.
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2.2.1 Ofer Exchange

The goal of the Ofer Exchange is for the Merchant to provide the
Consuner with informati on about the trade so that the Consuner can
deci de whether to continue with the trade. This is illustrated in the
figure bel ow

*+* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +*

Consuner
| Merchant
STEP | |
1. Consuner decides to trade and sends information about the
transaction (requests an offer) to the Merchant e.g.,
usi ng HTM..
C--> MData: Information on what is being purchased (O fer Request)
- outside scope of IOIP
2. Merchant checks the information provided by the Consuner,
creates an Ofer optionally signs it and sends it to the
Consuner.
C <-- M OFFER RESPONSE. Components: Status; Organisation(s)
(Consuner, DelivTo, Merchant, Paynent Handl er, Custoner
Care); Order; Paynent; Delivery; Tradi ngRol eData (optional)
O fer Response Signature (optional) that signs other
conponent s
3. Consumer checks the information fromthe Merchant and

deci des whet her to conti nue.
Kk _k_Kk_Kh_k_Kk_Kh_Kh_k_K*_Kh_K _*_K*_Kh_K _*_K*_K _K _*_K*_* _*_*_*_* _*_*_*_* _*_*_*_%
Figure 2 O fer Exchange

An O fer Exchange uses the foll owing Tradi ng Conponents that are
passed between the Consuner and the Merchant:

o0 the Status conmponent is used to indicate to other parties that a
valid O fer Response has been generated

o the Organisation Conponent contains infornmation which describes
the Organi sations which are taking a role in the trade:

- the consuner provides infornmation, about who the consumer is

and, if goods or services are being delivered, where the goods
or services are to be delivered to
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- the nerchant augnents this information by providing i nformation
about the nmerchant, the Paynent Handl er, the custonmer care
provider and, if goods or services are being delivered, the
Del i very Handl er

the Order Conponent contains descriptions of the goods or services
which will result fromthe trade if the consuner agrees to the
offer. This information is sent by the Merchant to the consuner
who should verify it

t he Payment Conponent generated by the Merchant, contains details
of how nuch to pay, the currency and the paynent direction, for
exanpl e the consuner could be asking for a refund. Note that there
may be nore than one paynent in a trade

the Delivery Conponent, also generated by the Merchant, is used if
goods or services are being delivered. This contains information
about how delivery will occur, for exanple by post or using e-nai

the Tradi ng Rol e Data conponent contains data the Merchant wants
to forward to another Trading Role such as a Paynment Handl er or
Del i very Handl er

the "Offer Response" Signature Conponent, if present, digitally
signs all of the above conponents to ensure their integrity.

The exact content of the information provided by the Merchant to the

Consumer will vary depending on the type of | OIP Transaction. For

exanpl e:

o |low value purchases may not need a signature

o the anount to be paid nmay vary dependi ng on the paynment brand and
payment protocol used

o sone offers may not involve the delivery of any goods

o a value exchange will involve tw paynents

o a merchant may not offer custoner care.

I nformation provided by the consuner to the nerchant is provided
using a variety of nethods, for exanple, it could be provided:

(o]

using [HTM.] pages as part of the "shopping experience" of the
CONSUner .
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o0 Using the OQpen Profiling Standard [ OPS] which has recently been
proposed,

o in the formof Oganisation Conponents associated with an
aut henti cation of a Consuner by a Merchant

0 as Order Conponents in a later version of |OTP.
2.2.2 Payment Exchange

The goal of the Paynent Exchange is for a paynent to be nade fromthe
Consuner to a Paynent Handl er or vice versa using a paynent brand and
paynent protocol selected by the Consuner. A secondary goal is to
optionally provide the Consumer with a digitally signed Paynent

Recei pt which can be used to link the payment to the reason for the
paynment as described in the Ofer Exchange.

Paynment Exchanges can work in a variety of ways. The nopbst general
case where the trade is dependent on the paynent brand and protocol
used is illustrated in the diagram bel ow. Sinpler paynent exchanges
are possible.

*+*+*+*+*+*+*+*+*+*+*+*+*+*+*+*+*+*+*+*+*+*+*+*+*+*+*+*+*+*+*+*+*+*+*
Consuner Pay Handl er

| Merchant |
STEP | | |
1. Consumer decides to trade and sends information
about the transaction (requests an offer) to the

Merchant e.g., using HTM.

C-->M Information on what is being paid for (outside
scope of | OTP

2. Mer chant deci des whi ch paynent brand, paynment
protocol s and currenci es/anmbunts to offer,
pl aces then in a Brand Li st Conponent and sends
themto the Consuner

C<-- M Components: Brand Li st

3. Consumner sel ects the paynment brand, protocol and
currency/ anount to use, creates a Brand Sel ection
conponent and sends it to the Merchant

C-->M Component: Brand List Selection
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4, Merchant checks Brand Sel ection, creates a Paynent
Anount information, optionally signs it to
aut hori se paynent and sends it to the Consuner

C<-- M Component: Paynent; Organisation(s) (Merchant and
Paynment Handl er); Optional Ofer Response Signature
that signs other conponents

5. Consumner checks the Paynment Amount information and
if OK requests that the paynent starts by sending
information to the Paynent Handl er

C-------- > P PAYMENT REQUEST. Conponents: Status, Paynent;
Organi sations (Merchant and Paynment Handl er);
Trading Role Data (optional); Optional Ofer
Response Signature that signs other conponents;
Pay Schene Dat a

6. Paynent Handl er checks information including
optional signature and if OK starts exchangi ng Pay
Schene Data conponents for sel ected paynent brand
and paynent protocol

C<------- > P PAYMENT EXCHANGE. Conponent: Pay Schene Data

7. Eventual | y paynment protocol nessages finish so
Paynent Handl er sends Pay Receipt and optional
signature to the Consuner as proof of paynent

C<------- > P PAYMENT RESPONSE. Conponents: Status, Pay Recei pt;
Paynent Note; Trading Role Data (optional);
Optional Ofer Response Signature; Optional
Paynent Receipt Signature that binds the paynent
to the Ofer

8. Consuner checks Paynent Receipt is K
Kk _k_Kk_Kh_k_K*k_Kh_Kh_k_K*_Kh_K_*_K*_Kh_K _*_K*_K _K_*_K*_* _*_*_*_K _*_*_*_* _*_*_*_%
Fi gure 3 Paynment Exchange

A Paynment Exchange uses the follow ng Tradi ng Conponents that are
passed between the Consuner, the Merchant and the Payment Handl er:

o The Brand List Conponent contains a list of payment brands (for
exanpl e, MasterCard, Visa, Mndex, CeldKarte), paynent protocols
(for example SET Version 1.0, Secure Channel Credit Debit (SCCD -
the nane used for a credit or debit card paynent where
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unaut hori sed access to account information is prevented through
use of secure channel transport nechani snms such as SSL/TLS) as
wel | as currenci es/amunts that apply. The Merchant sends the
Brand List to the Consuner. The consuner conpares the paynment
brands, protocols and currenci es/amounts on offer with those that
t he Consuner supports and nakes a sel ection

0 The Brand Sel ecti on Conponent contains the Consuner’s sel ection
Paynent brand, protocol, currency/amunt and possibly protocol -
specific information is sent back to the Merchant. This
i nformati on may be used to change information in the Ofer
Exchange. For exanple, a nerchant could choose to offer a di scount
to encourage the use of a store card.

o the Status conmponent is used to indicate to the Paynent Handl er
that an earlier exchange (e.g., an O fer Exchange) has
successfully conpl eted and by the Paynment Handler to indicate the
conpl etion status of the Paynent Exchange

0 The Organisation Conponents are generated by the Merchant. They
contain details of the Merchant and Paynent Handl er Rol es:

- the Merchant role is required so that the Paynent Handl er can
identify which Merchant initiated the paynent. Typically, the
result of the Paynent Handl er accepting (or naking) a paynent
on behalf of the Merchant will be a credit or debit transaction
to the Merchant’s account held by the Paynent Handl er. These
transacti ons are outside the scope of this version of |OTP

- the Paynment Handler role is required so that the Paynent
Handl er can check that it is the correct Paynent Handler to be
used for the paynent

o The Paynment Conponent contains details of how much to pay, the
currency and the paynment direction

o0 The "Ofer Response" Signature Conponent, if present, digitally
signs all of the above conponents to ensure their integrity. Note
that the Brand List and Brand Sel ecti on Conponents are not signed
until the paynment information is created (step 4 in the diagram

o the Trading Role Data conponent contains fromother roles (e.g., a
Merchant) that needs to be forwarded to the Paynent Handl er

o The Payment Scheme Conponent contains nessages fromthe paynent
protocol used in the Trade. For exanple they could be SET
messages, Mndex nessages, Cel dKarte Messages or one of the other
paynent mnet hods supported by |1 OTP. The content of the Paynent

Bur det t I nf or mat i onal [ Page 23]



RFC 2801 |OTP/ 1.0 April 2000

Schene Conponent is defined in the supplenments that descri be how
| OTP works with various paynent protocols.

o The Payment Recei pt Conponent contains a record of the paynent.
The content depends upon the paynent protocol used.

o The "Paynent Recei pt" Signature Conponent provides proof of
paynment by digitally signing both the Paynent Recei pt Conponent
and the O fer Response Signature. The signature on the offer
digitally signs the Order, Organisation and Delivery Conponents
contained in the Ofer. This signature effectively binds the
paynent to the offer.

The exanpl e of a Paynment Exchange above is the nost general case.
Simpl er cases are al so possible. For exanple, if the amount paid is
not dependent on the paynment brand and protocol selected then the
payment information generated by step 3 can be sent to the Consumner
at the sane tine as the Brand Li st Conponent generated by step 1.
These and other variations are described in the Baseline Purchase

| OTP Transaction (see section 9.1.8).

2.2.3 Delivery Exchange

The goal of the Delivery Exchange is to cause purchased goods to be
delivered to the consuner either online or via physical delivery. A
second goal is to provide a "delivery note" to the consuner,
providing details about the delivery, such as shipping tracking
nunber. The result of the delivery may al so be signed so that it can
be used for custonmer care in the case of problens wth physica
delivery. The nessage flowis illustrated in the di agram bel ow

*+* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +*
CONSUMER  DELI VERY

| HANDLER
| Merchant
STEP | | |
1. Consuner decides to trade and sends information
about what to deliver and who is to take delivery,
to the Merchant e.g., using HTM.
C-->M Informati on on what is being delivered (outside
scope of | OIP)
2. Merchant checks the information provided by the
Consumer, adds information about how the delivery
will occur, information about the Organisations

involved in the delivery and optionally sings it
and sends it to the Consuner
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C<- M Components: Delivery; Organisations (Delivery
Handl er, Deliver To); Oder, Optional Ofer
Response Signature

3. Consumer checks delivery information is OK
obt ai ns authorisation for the delivery, for
exanpl e by making a paynent, and sends the
delivery information to the Delivery Handl er

C-------- > D DELI VERY REQUEST. Conponents: Status; Delivery,
Organi sations: (Merchant, Delivery Handl er
DelivTo); Order, Trading Role Data (optional);
Optional Ofer Response Signature, Optional
Paynent Receipt Signature (from Paynment Exchange)

4. Del i very Handl er checks information and
aut hori sation. Starts or schedul es delivery and
creates and then sends a delivery not tot the
Consuner which can optionally be signed.

C<---n---- D DELI VERY RESPONSE. Conponents: Status; Delivery
Note, Trading Role Data (optional); Optional
Del i very Response Signature

5. Consuner checks delivery note is OK and accepts or
waits for delivery as described in the the Delivery
Not e.

h_k_k_Kk_Kk_k_Kk_*_Kh_Kk_Kk_k_K_Kh_Kk_Kk_*_K_Kh_Kk_K*_*_K_Kh_Kk_*_*_*_Kk_K*_*_*_*_*_%*_%

Fi gure 4 Delivery Exchange

A Delivery Exchange uses the followi ng Tradi ng Conponents that are
passed between the Consuner, the Merchant and the Delivery Handl er:

o0 the Status conponent is used to indicate to the Delivery Handl er
that an earlier exchange (e.g., an O fer Exchange or Paynent
Exchange) has successfully conpleted and by the Delivery Handl er
to indicate the conpletion status of the Delivery Exchange

o The Organisation Conponent(s) contain details of the Deliver To,
Del i very Handl er and Merchant Rol es:

- the Deliver To role indicates where the goods or services are
to be delivered to
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2.2. 4

- the Delivery Handler role is required so that the Delivery
Handl er can check that she is the correct Delivery Handler to
do the delivery

- the Merchant role is required so that the Delivery Handl er can
identify which Merchant initiated the delivery

The Order Component, contains information about the goods or
services to be delivered

The Delivery Conponent contains information about how delivery
will occur, for exanple by post or using e-nail

The "Off er Response" Signature Conponent, if present, digitally
signs all of the above conponents to ensure their integrity.

The "Paynent Receipt" Signature Conponent provides proof of
paynent by digitally signing the Paynent Recei pt Conponent and the
O fer Signature. This is used by the Delivery Handl er to check
that delivery is authorised

The Delivery Note Conponent contains custoner care information
related to a physical delivery, or alternatively the actua

"el ectronic goods". The Consuner’s software does not interpret

i nformati on about a physical delivery but should have the ability
to display the information, both at the tine of the delivery and
later if the Consumer selects the Trade to which this delivery
relates froma transaction |ist

The "Delivery Response" Signature Conponent, if present, provides
proof of the results of the Delivery by digitally signing the
Delivery Note and any Offer Response or Paynent Response
signatures that the Delivery Handl er received.

Aut hent i cati on Exchange

The goal of the Authentication Exchange is to allow one O ganisation
for exanple a financial institution, to be able to check that another
Organi sation, for exanple a consuner, is who they appear to be.

An

(o]

Aut hent i cati on Exchange i nvol ves:

an Authenticator - the O ganisation which is requesting the
aut hentication, and

an Aut henticatee - the O ganisation being authenticat ed.
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This is illustrated in the di agram bel ow.

+* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +*
Organi sation 1
(Aut henti cat ee)

| Organi sation 2

| (Authenticator)
STEP | |
1. First Organisation, e.g., a Consuner, takes an action (for
exanpl e by pressing a button on an HTM. page) which
requires that the Organisation is authenticated

1 --> 2 Need for Authentication (outside scope of |OTP)

2. The second Organi sati on generates an Authentication
Request - including challenge data, and a Iist of the
al gorithnms that nmay be used for the authentication -
and/ or a request for the Organisation infornmation then
sends it to the first Organisation

1 <-- 2 AUTHENTI CATI ON REQUEST. Conponents: Authentication
Request, Trading Role Information Request

3. The first Organisation optionally checks any signature
associated with the Authenticati on Request then uses the
specified authentication algorithmto generate an
Aut henti cati on Response which is sent back to the second
Organi sation together with details of any Organisation
i nformati on requested

1 --> 2 AUTHENTI CATI ON RESPONSE. Conponent: Aut hentication
Response, Organi sation(s)

4. The Aut hentication Response is checked agai nst the
chal l enge data to check that the first Organisation is
who they appear to be and the result recorded in a Status
Conmponent which is then sent back to the first
Organi sati on

1 <-- 2 AUTHENTI CATI ON STATUS. Conponent: Status
5. The first Organisation then optionally checks the results

i ndi cated by the Status and any associ ated signhature and
takes the appropriate action or stops.

ho_k_k_k_Kk_k_k_*_K_Kk_Kk_k_K_Kh_Kk_Kk_*_K_Kh_Kk_*_*_K_Kh_Kk_*_*_*_Kk_*_*_*_*_*k_%*_%

Fi gure 5 Authentication Exchange
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An Aut hentication Exchange uses the follow ng Tradi ng Conponents that
are passed between the two Organi sations:

o the Authenticati on Request Conponent that requests an
Aut henti cation and indicates the authentication algorithm and
optional challenge data to be used

0 A Trading Role Informati on Request Conponent that requests
i nformati on about an Organisation, for exanple a ship to address.

o The Authenticati on Response Conponent which contains the challenge
response generated by the recipient of the Authentication Request
Conponent .

0 Organisation Conmponents that contain the result of the Trading
Rol e I nformati on Request

o the Status Conponent which contains the results of the second
party’'s verification of the Authenticati on Response.

2.3 Scope of Baseline |OIP
This specification describes the | OTP Transactions whi ch make up
Baseline |1 OTP. As described in the preface, IOTP will evol ve over
time. This section defines the initial conformance criteria for
i mpl ementations that claimto "support |OTP."
The main deterninant on the scope of an I OTP inplenentation is the
rol es which the solution is designed to support. The roles within
| OTP are described in nore detail in section 2.1 Trading Roles. To
sunmari se the roles are: Merchant, Consuner, Paynent Handl er
Del i very Handl er and Custoner Care Provider
Paynment Handl ers who can be of three types:

o those who accept a paynent as part of a purchase or nmake a paynent
as part of a refund,

o those who accept value as part of a deposit transaction, or
o those that issue value a withdrawal transaction

The following table defines, for each role, the I OTP Transacti ons and
Tradi ng Bl ocks whi ch nust be supported for that role.
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TRANSACTI ONS

Pur chase

Ref und

Aut henti cati on

Val ue Exchange

W t hdr awal

Deposi t

I nquiry

Pi ng

TRADI NG BLOCKS
TPO

TPO Sel ecti on

Aut h- Request

Aut h- Repl y

O fer Response

Bur det t
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Mer chant s
ECash ECash
Store Val ue Val ue
| ssuer Acquirer
Must
Mer chant s
ECash ECash
Store Val ue Val ue
| ssuer Acquirer
Must
May Must May
May
Must
Must
Must Must Must
Must Must Must
Must Must Must
Must Must Must
a) a)
Depends Depends
a) a)
Depends Depends
Must Must Must
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Consuner

Must

Consuner
b)
Depends

b)
Depends

Must

b)
Depends

b)
Depends

May

May

Must
Must

a)
Depends

a)
Depends

Must

April 2000
Paynent Del i very
Handl er Handl er
Paynment Delivery
Handl er Handl er
Must Must
Must Must
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Paynment
Request

Payment
Exchange

Paynment
Response

Del i very
Request

Del i very
Response

I nquiry
Request

I nquiry
Response

Pi ng Request
Pi ng Response
Si gnat ure

Error

In the above table:

o "Must"

Store

Must

Must

Must

Must

Must

Must

Tradi ng Bl ock.

Must

Must

Must

Must

Must

Must

|OTP/ 1.0

Mer chant s
ECash ECash
Val ue Val ue

| ssuer Acquirer

Must

Must

Must

Must

Must

Must

Must

Must

Must

Must

Must

Consuner

Must

Must

Must
Must
Limted

Must

Must

Must

Must

Paynment
Handl er

Must

Must

Must
Must
Must

Must

April 2000

Must

Must

Del i very
Handl er

Must

Must

Must
Must
Must

Must

means that a Tradi ng Rol e nust support the Transaction or

0o "May" neans that an inplenentation nmay support the Transaction or

Tradi ng Bl ock at the option of the devel oper

o "Depends"

neans inplenentati on of the Transaction or Trading Bl ock
depends on one of the follow ng conditions:

- if Baseline Authentication |IOIP Transaction is supported;

Bur det t

I nf or mat i ona
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- if required by a Paynment Method as defined in its |OIP
Suppl enent docunent .

o0 "Limted" nmeans the Tradi ng Bl ock nmust be understood and its
content mani pul ated but not in every respect. Specifically, on the
Si gnature Bl ock, Consuners do not have to be able to validate
digital signatures.

An | OTP sol ution must support all the I OTP Transactions and Trading
Bl ocks required by at |east one role (columm) as described in the
above table for that solution to be described as "supporting | OTP".

3. Protocol Structure

The previous section provided an introduction which expl ai ned:

o Trading Roles which are the different roles which O ganisations
can take in a trade: Consuner, Merchant, Paynment Handl er, Delivery
Handl er and Custoner Care Provider, and

o Tradi ng Exchanges where each Tradi ng Exchange invol ves the
exchange of data, between Trading Roles, in the formof a set of

Tradi ng Conponents.

This section descri bes:

0o how Tradi ng Conmponents are constructed into Tradi ng Bl ocks and the
| OTP Messages which are physically sent in the form of [XM]
docunents between the different Tradi ng Rol es,

o how | OTP Messages are exchanged between Trading Roles to create an
| OTP Transacti on

o the XML definitions of an | OTP Message including a Transaction
Ref erence Block - an XML el enment which identifies an | OTP
Transaction and the | OTP Message within it

o the definitions of the XML ID Attributes which are used to
identify | OTP Messages, Trading Bl ocks and Tradi ng Conponents and
how these are referred to using El enent References from other XM
el ement s

0 how extra XM. El enents and new user defined values for existing
| OTP codes can be used when Extending | OTP,

o how | OTP uses the Packaged Content Elenment to enbed data such as

payment protocol messages or detailed order definitions within an
| OTP Message
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o how I OTP Identifies Languages so that different |anguages can be
used within | OTP Messages

o how | OTP handl es both Secure and | nsecure Net Locations when
sendi ng nessages

o how an | OTP Transacti on can be cancell ed.
3.1 Overview
3.1.1 | OTP Message Structure

The structure of an | OTP Message and its relationship with Tradi ng
Bl ocks and Tradi ng Conponents is illustrated in the di agram bel ow.
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*+* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +* +*

| OTP MESSAGE <---------- | OTP Message - an XM. Docunent which is
transported between the Tradi ng Rol es
-Trans Ref Block <----- Trans Ref Block - contains information which
| descri bes the | OTP Transaction and the | OTP
Message.

| -Trans Id Conp. <--- Transaction |Id Conponent - uniquely

| identifies the I OTP Transaction. The Trans Id

| Components are the sanme across all |OIP

| messages that conprise a single | OTP

| transacti on.

| -Msg Id Conp. <----- Message |1d Conponent - identifies and
describes an | OTP Message within an | OTP
Transaction

-Signature Block <----- Signature Block (optional) - contains one or

| nmore Signature Conponents and their

| associ ated Certificates

| - Si gnature Conp. <-- Signature Conponent - contains digital

| signatures. Signatures may sign digests of

| the Trans Ref Bl ock and any Tradi ng Conponent

| in any | OTP Message in the same | OTP

| transacti on.

|-Certificate Conp. < Certificate Conponent (Optional) Used to check
t he signature.

-Trading Block <------- Trading Block - an XML El enent within an | OTP
| - Tradi ng Conp. Message that contains a predefined set of
| - Tradi ng Conp. Tradi ng Conponents
| - Tradi ng Conp.
|

-Tradi ng Conp. <--- Tradi ng Conponents - XM. Elenents within a
Tradi ng Bl ock that contain a predefined set

- Tradi ng Bl ock of XML elenents and attributes containing
| - Tradi ng Conp. information required to support a Trading
| - Tradi ng Conp. Exchange
| - Tradi ng Conp.
| - Tradi ng Conp.
| - Tradi ng Conp.

ho_k_k_k_Kh_ _k_k_Kk_Kh_Kk_Kk_*_K_Kh_Kk_*_*_K_Kh_Kk_*_*_K_Kh_Kk_*_*_*_k_*k_*_*_%

Figure 6 | OTP Message Structure

The di agram al so i ntroduces the concept of a Transaction Reference

Bl ock. This bl ock contains, anongst other things, a globally unique
identifier for the | OTP Transaction. Al so each bl ock and conponent is
given an ID Attribute (see section 3.4) which is unique within an

| OTP Transaction. Therefore the conbination of the ID attribute and

Bur det t I nf or mat i onal [ Page 33]



RFC 2801 |OTP/ 1.0 April 2000

the globally unique identifier in the Transacti on Reference Block is
sufficient to uniquely identify any Tradi ng Bl ock or Trading
Conponent .

3.1.2 I OIP Transactions
A predefined set of | OTP Messages exchanged between the Tradi ng Rol es
constitute an | OTP Transaction. This is illustrated in the diagram
bel ow.
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