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Abstract

Thi s docunent presents and di scusses different use-case scenari os of
nmobi ity anchor selection in Distributed Mbility Managenment (DW).
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described in the Sinplified BSD License.
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1. Term nol ogy
| P- handover:

a handover of a nobile node at the P level resulting in an |IP
address change at the nobil e node.

New f | ow

a flow that did not undergo any | P-handover
Handover fl ow

a flow that did undergo one or nore |P-handovers.
New traffic:

the data traffic of the new fl ows.
Handover traffic:

the data traffic of the handover fl ows.
Current access router:

the access router where the nobile node is currently attached at
the IP | evel.

DW default node of nobility anchor sel ection:

new fl ows are always anchored at the current access router which
acts as the nobility anchor for these flows after an | P-handover.
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2. I nt roducti on

Di stributed Mbility Managenent (DMM ains at overcom ng the
shortcom ngs of the existing IP nobility protocols, such as Mobile
| Pv6 [ RFC6275] and Proxy Mbile | Pv6 [ RFC5213], that are considered
centralized. It brings the nobility anchor closer to the nobile
node, down at the access routers level. This is the enabler of a
concept that is so-called dynamic nobility, where the nobile node
changes its nobility anchor for new flows. New flows are al ways
initiated using the nobile node’s current |IP address which is
configured using the prefix provided by the current access router.
The data traffic of these flows is then routed optimally until the
nobi | e node undergoes an | P-handover. However, upon an | P-handover,
tunnel i ng nmechani sns are needed with that access router, which is

t hen considered the nobility anchor of those flows initiated using

its prefix during the whole lifetime of those flows. |In what
follows, this is considered the DM default node of nobility anchor
sel ection.

If nost of the flows are short enough to not undergo one or nore |P-
handovers, it is expected that nost of the data traffic is routed
optimally. However, this assunption is not always valid and the

mobi lity anchor for new flows, when initiated, could be selected in a
nor e appropriate manner.

Wen a flowis initiated, it is assigned a nobility anchor that |asts
during its whole lifetine. Thus, selecting the nost appropriate
nmobility anchor for a flow when initiated can significantly enhance
the nobility managenent performance and reduce the introduced
overhead. 1In order to achieve this, different netrics and contexts
shoul d be taken into consideration. D stributing the nobility anchor
functionalities at the access routers |evel allows considering
several contexts such as the nobile node’s nobility context, the
application context, and the network context.

Hereafter, the considered contexts are presented and then the
di fferent use-case scenarios are discussed.
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3. Consi dered contexts
3. 1. Mobi | e node cont ext

The nobile node’s nobility has an inportant effect on the nobility
anchor selection. For exanple, a nobile node with high nobility
under goes frequent |P-handovers. When considering DWW default node
of nmobility anchor selection, alnost all the traffic of such nobile
node i s handover traffic, noreover, the nunber of simnultaneous
anchors and tunnels may increase. On the other hand, flows of nobile
nodes with low nobility are nore likely to be initiated and

term nat ed before undergoi ng an | P-handover.

In addition, the nobile node’'s location with respect to the different
nmobi ity anchors influences selecting one of themfor new flows. For
exanpl e, locating the nobility anchor as close as possible to the
nmobi |l e node results in a shorter tunnel, and hence | ess tunneling
over head, when tunneling nechanisns are required. The nost
appropriate nobility anchor is the closest one to the nobile node
during the |onger portion of the flowlifetine. At the instant of
initiating a new flow, the current access router is the cl osest one
to the nobile node. However, the nobile node may undergo an | P-
handover and attach to another access router. \Whether the |onger
portion of the flowis before or after the |IP-handover has an effect
on selecting the nost appropriate nobility anchor for this flow

Mor eover, a nobile node nay have one or nore "typical |ocations”
where it attaches to the network nost of the tinme, e.g. at hone.

This helps in predicting the nobile node’s |ocation for relatively

| ong durations and, consequently, in selecting the nost appropriate
nmobi ity anchor by using information about typical |ocation(s).

Finally, the nobile node’'s attachnents history is needed in order to
take into consideration the nobile node’s nobility and | ocation as
descri bed above.

S + - --- - + - --- - + - --- - +
| AR MVA 1| | ARRMA 2| | ARMA 3| | ARMA 4 |
oo oo - - - e . e . e . +
I
I
+----+ AR Access Router
---- novenent ----> | MN | MA: Mobility Anchor
+----+ M\: Mobil e Node

Figure 1. Mbile node’s novenent in DVM network
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3.2. Application context

Based on the application, the need of IP continuity and the fl ow
characteristics can be determned. Wile applications that require
IP continuity cause the establishnent of tunnels in the access

net wor k upon an | P-handover, applications that can tolerate an IP
address change do not. The nobility anchor selection is |ess
inmportant in the latter case due to the possibility of changing the
| P address; in fact, there is no need for a nobility anchor.

In addition, the flow characteristics are highly dependent on the
application. Sone applications generate in general |ong flows such
as multinedia (e.g. video streamng), online gamng, and large files
downl oadi ng; others generate in general short flows such as TCP
connections for HITP and SMIP sessions. Long flows are nore likely
to undergo one or nore |P-handovers and therefore the nobility anchor
sel ection can play an inportant role to enhance the nobility
managenent performance. On the other hand, short flows are nore
likely to be initiated and term nated before an | P-handover.

3. 3. Net wor k cont ext

When a nobility anchor is assigned to a flow (when the flowis
initiated), it acts as a nobility anchor for this flow the whol e
flows lifetine. It is responsible to forward the flow s data
packets if the nobile node is physically attached to it. It is
responsi ble, in addition, to encapsul ate and de-capsulate the flow s
data packets if the nobile node is not attached to it and tunneling
mechani sns are used.

Even with distributed nobility anchors, the distribution of the
active nmobile nodes in the network is not necessarily even. As a
result, some nmobility anchors are overl oaded nore than others. It is
t hen reasonable to take into consideration the current (or projected)
| evel of load of the nobility anchors when sel ecting one of themfor
a new flow (the netrics for neasuring this level are left for

speci fic inplenmentations).
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4. Use-case scenarios
4.1. Extrenely nobile nodes without any typical |ocation

Extrenme nobility could be due to either a high nobile node’s
speed, or a small access router’s coverage area, or both.

Scenario 1: running applications generating typically short flows

Short flows are nore likely to be initiated and term nated before
t he nobil e node undergoes an | P-handover. Even if a flow
experiences an | P-handover, it is expected that the fl ow does not
| ast Iong after the | P-handover. |In other words, nost of the
nobil e node’s traffic is newtraffic in this scenario. As a
result, the closest nobility anchor to the nobile node during the
| ongest portion of a flowis its current access router. It is
recomended then to al ways anchor new flows at the current access
router, which is the DM default node of nobility anchor

sel ecti on.

Scenario 2: running applications generating typically long flows

For extrenely nobile nodes, it is nore |likely that a fl ow
experiences an | P-handover soon after being initiated. And since
the flows are long-lived, it is expected that a flow |lasts for a
| ong duration after the |IP-handover(s). As a result, it could be
said that nost of the traffic is handover traffic in this
scenario. Watever is the nobility anchor selection criterion,
nost of (alnost all) the nobile node’'s data traffic needs
tunnel i ng nechani snms. Thus, the nmobility anchor sel ection cannot
play a significant role regarding the route optim zation or the
tunnel i ng overhead reducti on.

However, there are nunmber of consequences regardi ng the control

pl ane e.g. nunber of sinultaneous anchors/tunnels for a nobile
node and the related contexts and signaling |loads. First, let us
consi der the DMM default node of nobility anchor selection. Since
new fl ows are always anchored at the current access router, each
flow initiated between two consecutive |IP-handovers is anchored at
a different nobility anchor. Wth extrenely nobile node, |ong
flows are expected to experience several |P-handovers and their
mobi ity anchors are expected to be maintained for a | ong
duration. As a result, the nunber of sinultaneous anchors/tunnels
for a nobile node may increase as well as the related contexts and
signaling loads. This affects the control plane negatively.
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4.

2.

As the DW default npde does not achieve data plane optim zation
in the scenario described above, it is reasonable to consider a
nore centralized approach for nobility anchor selection in order
to reduce the negative effects on the control plane. |If data
packets are going to be tunneled in both cases, managing a single
tunnel to a single nobility anchor would be better than nmanagi ng
several tunnels to several nobility anchors at the sanme tine.

Scenario 3: running applications generating both |ong and short flows

In this case, short and long flows can be distingui shed when
selecting a nobility anchor for a flow, based on scenario 1 and
scenario 2. Short flows are always anchored at the current access
router; long flows are anchored based on a nore centralized
approach. In this way, data packets of short flows are generally
routed optimally and long flows do not introduce a | arge nunber of
si mul t aneous anchor s/ tunnel s.

Mobi | e nodes with one or nore typical |ocations

Scenario 4: running applications generating typically short flows

As the flows are short, there is no expected benefit from having a
typical location. |If initiated when the nobile node is not at its
typi cal |ocation, such flows are nore likely to end quickly before
t he nobi |l e node goes back to its typical |location. O herw se,
they would be initiated and term nated when the nobile node is at
its typical location. As a result, the current access router is
al ways the best nobility anchor for new fl ows and hence the DWVM
default node of nobility anchor selection fits well this scenario.

Scenario 5: running applications generating typically long flows

In this scenario, having a typical location is expected to be
beneficial for the nobile node’'s nobility anchor selection. As
menti oned before, the best nobility anchor for a flowis the

cl osest one to the nobile node during the | onger portion of this
flow Then, the best nobility anchor for a flow could be in sone
cases that of the typical location even if the flowis not
initiated there. For exanple, if the nobile node initiates a | ong
fl ow and then conmes back (undergoing an | P-handover) quickly to
its typical location, the | onger portion of the flow would be
after the | P-handover. Thus, it is reasonable to select the
typical location’s nobility anchor for such flow when initiated.
This results in tunneling part of the flow s data traffic when
initiated but in routing optimally nost of it afterwards.
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4. 3.

The anal ysis descri bed above would be still valid if the nobile
node has nore than one typical |ocation. However, the benefits
may not be in sone cases as great as those of the one typical

| ocati on scenari o, depending on the nobile node’s novenents. |If
there is no clear benefit from selecting one out of the nobility
anchors, the network context (i.e. level of I oad on each nobility
anchor) cones into play | eaning towards selecting the nobility
anchor that is |less |oaded. Another refinenent is to add the tine
of day to the statistics collection in the nobile node’s
attachments history. |If it is noticed that one of the typica

| ocations is nore popular than the others, this helps in selecting
a nobility anchor according to the tinme of attachnment.

Scenario 6: running applications generating both |ong and short flows

If it is possible, the short and |ong fl ows shoul d be

di stinguished as follows. While short flows are assigned the

cl osest nobility anchor which is the current access router, |ong
flows are assigned the typical location s nobility anchor. The
nobi | e node needs a source address selection nmechanismin order to
di stingui sh between the different |IP addresses when initiating a
flow.

Fairly stationary nodes

Scenario 7: running simlar or different applications

In fact, a fairly stationary node has one typical |ocation for
alnost all the tine. The current access router is then the
typical location’s nobility anchor and, obviously, should be
sel ected to anchor new fl ows.
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5. Security Considerations

TBD.

0. | ANA Consi der ati ons

Thi s docunent has no actions for | ANA.
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